
Identifies Potential Fraud Automatically

SENTRY: Sigcheck compares images of signatures 

electronically to detect suspected forgeries.  This innovative 

software searches ‘on-us’ check images, extracts signatures 

and compares them to reference signatures from SQN’s signature 

database (SENTRY: Signature™) to determine how well they match.  

This process boosts security and reduces fraud losses by enabling you 

to spot potential check fraud automatically.

How it Works

SENTRY SigCheck has a unique signature comparison engine that 

analyzes the signatures and produces a "confidence factor" from 0 to 100 

for each check.  This data is combined with parameters you set for account 

types, amounts, etc., and a file of suspect check images is produced.  

These items are then displayed along with the appropriate reference signatures

using SigCheck’s standard workflow application, which helps you process large 

quantities of potentially fraudulent items much more efficiently.  The operator 

confirms the decision to return the check or may defer the decision to a supervisor.

Results are logged and passed to the next application, successfully automating a

formerly manual process.

1 ABA Deposit Account Fraud Survey 2001

SENTRY: SigCheck™

Signature Comparison Software

On Guard Against Fraud

SENTRY: Sigcheck uses a unique signature comparison 
engine to evaluate signature images automatically.

“Forgery remains 
the most common type 
of check fraud today.1”



SENTRY: SigCheck™

Features & Benefits

•  Automatically reviews your incoming ‘on-us’ checks, allowing you to screen your 

in-clearings for forgeries.

•  Saves Time: SigCheck is much faster than manual verification, freeing your staff  

to perform other tasks.  

• Flexible: Allows you to focus on the specific problem areas that affect your bank.  

Different thresholds may be used for various account types and amounts to     

maximize performance and make the best use of staffing resources.

• Auditable: By providing a superior electronic process and workflow, SigCheck

offers your bank a comprehensive set of reports that show the actions performed 

on each item to reduce fraud, proving your diligence in identifying your customers 

and avoiding fraud losses.

• Works with SENTRY: Exception™. Images of potentially forged checks may be    

fed into SQN’s Exception system, a dynamic workflow application that includes   

the ability to display companion items, card images, returned items, fraud       

detection results, and more.   This comprehensive approach helps your staff      

make faster, more informed payment decisions.

• Branch Application: Sigcheck may be used at the branch or other remote 

locations to verify a signature.  A scanner captures the check image, then the     

signature is extracted, compared to a reference signature and a confidence factor 

is returned to the Branch.

• Browser Available: Final decisions can be made remotely, displaying both        

signatures via an Internet browser.  

• Configuration: PC-based.  Uses current industry standards for image exchange.

For more information

please visit our website at www.sqnbankingsystems.com
or call us at 609.261.5500 or 888.SIG.SCAN (888.744.7226)
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Automatically reviews 

your incoming ‘on-us’ 

checks, allowing you to 

screen your in-clearings 

for forgeries.

SigCheck gives your bank a unique tool 
to quickly determine whether a signature 
is genuine.
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